
 

ISO/IEC 27001:2022 Lead Implementer  

Day 1: 

• ISMS overview - definitions, information security concepts & history of ISMS 

• Benefits and purpose of Information Security Management System (ISMS) 

• Changes in the requirements of ISO/IEC 27001 clauses and controls 

• Understanding ISO/IEC 27001 framework requirements 

Day 2: 

• Risk assessment and treatment process 

• Understanding ISO/IEC 27001 Annex A control requirements 

Day 3: 

• Formulating ISMS scope statement 

• Formulating IS policy and objectives 

• Preparing SoA (Statement of Applicability) 

• ISMS documentation 

Day 4: 

• Incident management process 

• Internal audit planning and requirements 

• Management review requirements 

• Continual improvement process 

• Final examination 

Note: Exercises, assignments, group discussions, and case studies will be spread across all days 


